Computer Fundamentals
What is Computer? 
Computer is an advanced electronic device that takes raw data as input from the user and processes these data under the control of set of instructions (called program) and gives the result (output) and saves output for the future use. It can process both numerical and non-numerical (arithmetic and logical) calculations. 

	A computer has four functions: 

a. accepts data 
	Input 

	b. processes data 
	Processing 

	c. produces output 
	Output 

	d. stores results 
	Storage 


Input (Data): 
Input is the raw information entered into a computer from the input devices. It is the collection of letters, numbers, images etc. 

Process: 
Process is the operation of data as per given instruction. It is totally internal process of the computer system.

Output: 
Output is the processed data given by computer after data processing. Output is also called as Result. We can save these results in the storage devices for the future use.

Computer System 
All of the components of a computer system can be summarized with the simple equations. 

COMPUTER SYSTEM = HARDWARE + SOFTWARE+ USER 

• Hardware = Internal Devices + Peripheral Devices 

All physical parts of the computer (or everything that we can touch) are known as Hardware. 

• Software = Programs 

Software gives "intelligence" to the computer. 

• USER = Person, who operates computer. 

Generation of computer:

First Generation (1940-56): 
The first generation computers used vaccum tubes & machine language was used for giving the instructions. These computer were large in size & their programming was difficult task. The electricity consumption was very high. Some computers of this generation are ENIAC, EDVAC, EDSAC & UNIVAC-1.

Second Generation(1956-63): 
In 2nd generation computers, vaccum tubes were replaced by transistors. They required only 1/10 of power required by tubes. This generation computers generated less heat & were reliable. The first operating system developed in this generation.

The Third Generation(1964-71): 
The 3rd generation computers replaced transistors with Integrated circuit known as chip. From Small scale integrated circuits which had 10 transistors per chip, technology developed to MSI circuits with 100 transistors per chip. These computers were smaller, faster & more reliable. High level languages invented in this generation.

The fourth Generation(1972- present): 
LSI & VLSI were used in this generation. As a result microprocessors came into existence. The computers using this technology known to be Micro Computers. High capacity hard disk were invented. There is great development in data communication.

The Fifth Generation (Present & Beyond): 
Fifth generation computing devices, based on artificial intelligence, are still in development, though there are some applications, such as voice recognition, that are being used today. The use of parallel processing and superconductors is helping to make artificial intelligence a reality. Quantum computation and molecular and nanotechnology will radically change the face of computers in years to come.
ARCHITECTURE OF COMPUTER
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Input Devices: Those devices which help to enter data into computer system. Eg. Keyboad, Mouse, Touchscreen, Barcode Reader, Scanner, MICR, OMR etc.
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Bar code Reader
             MICR used in Bank             OMR(Used for answer sheet evaluation)

Output Devices: Those devices which help to display the processed information. Eg. Monitor, Printer, Plotter, Projector
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CENTRAL PROCESSING UNIT (CPU) 

The main component to make a computer operate is the computer chip or microprocessor. This is referred to as the Central Processing Unit (CPU) and is housed in the computer case. Together, they are also called the CPU. It performs arithmetic and logic operations. The CPU (Central Processing Unit) is the device that interprets and executes instructions. 

[image: image8.emf]                     [image: image9.emf]Processor

Memory: It facilitates the remembrance power to computer system. It  refers to the physical devices used to store programs (sequences of instructions) or data (e.g. program state information) on a temporary or permanent basis for use in a computer or other digital electronic device. The term primary memory is used for the information in physical systems which are fast (i.e. RAM), as a distinction from secondary memory, which are physical devices for program and data storage which are slow to access but offer higher memory capacity. Primary memory stored on secondary memory is called virtual memory. Primary Memory can be categorized as Volatile Memory & Non-Volatile Memory.
Volatile memory(RAM)
Volatile memory is computer memory that requires power to maintain the stored information. Most modern semiconductor volatile memory is either Static RAM or dynamic RAM. 
SRAM retains its contents as long as the power is connected and is easy to interface to but uses six transistors per bit.
 [image: image10.emf]
Dynamic RAM is more complicated to interface to and control and needs regular refresh cycles to prevent its contents being lost. However, DRAM uses only one transistor and a capacitor per bit, allowing it to reach much higher densities and, with more bits on a memory chip, be much cheaper per bit. SRAM is not worthwhile for desktop system memory, where DRAM dominates, but is used for their cache memories..

Non Volatile Memory (ROM)
Non-volatile memory is computer memory that can retain the stored information even when not powered. [image: image11.emf]
Examples of non-volatile memory are flash memory and ROM/PROM/EPROM/EEPROM memory (used for firmware such as boot programs).

Cache Memory:

Cache memory is random access memory (RAM) that a computer microprocessor can access more quickly than it can access regular RAM. As the microprocessor processes data, it looks first in the cache memory and if it finds the data there (from a previous reading of data), it does not have to do the more time-consuming reading of data from larger memory. It is of two types- L1 cache is on the same chip as the microprocessor. L2 is usually a separate static RAM (SRAM) chip.
Secondary Memory:
A. Hard Disk (Local Disk) 

B. Optical Disks: CD-R, CD-RW, DVD-R, DVD-RW 

C. Pen Drive 

D. Floppy Disks 

F. Memory Cards 

G. External Hard Disk

H. Blu Ray Disk
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Blu-Ray Disk: 

Blu-ray (not Blue-ray) also known as Blu-ray Disc (BD), is the name of a new optical disc format. The format offers more than five times the storage capacity of traditional DVDs and can hold up to 25GB on a single-layer disc and 50GB on a dual-layer disc. While current optical disc technologies such as DVD, DVD±R, DVD±RW, and DVD-RAM rely on a red laser to read and write data, the new format uses a blue-violet laser instead, hence the name Blu-ray.
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Units of Memory:
The smallest unit is bit, which mean either 0 or 1.

1 bit

= 0 or 1

1 Byte

= 8 bit

1 Nibble
= 4 bit

1 Kilo Byte
= 1024 Byte= 210 Byte
1 Mega Byte
= 1024 KB= 210 KB
1 Gega Byte
= 1024 MB= 210 MB
1 Tera Byte
= 1024 GB= 210 GB
1 Peta Byte
=1024 TB= 210 TB
1 Exa Byte
=1024 PB= 210 PB

1 Zetta Byte
= 1024 EB= 210 EB

1 Yotta Byte
= 1024 ZB= 210 ZB

Booting 
The process of loading the system files of the operating system from the disk into the computer memory to complete the circuitry requirement of the computer system is called booting. 

Types of Booting: 
There are two types of booting: 

• Cold Booting: If the computer is in off state and we boot the computer by pressing the power switch ‘ON’ from the CPU box then it is called as cold booting. 

• Warm Booting: If the computer is already ‘ON’ and we restart it by pressing the ‘RESET’ button from the CPU box or CTRL, ALT and DEL key simultaneously from the keyboard then it is called warm booting. 

Types of Computer 

On the basis of working principle 

a) Analog Computer 

An analog computer is a form of computer that uses continuous physical phenomena such as electrical, mechanical, or hydraulic quantities to model the problem being solved. 

Eg: Thermometer, Speedometer, Petrol pump indicator, Multimeter
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b) Digital Computer
A computer that performs calculations and logical operations with quantities represented as digits, usually in the binary number system.

c) Hybrid Computer (Analog + Digital) 

A combination of computers those are capable of inputting and outputting in both digital and analog signals. A hybrid computer system setup offers a cost effective method of performing complex simulations. The instruments used in medical science lies in this category.

On the basis of Size
a) Super Computer

The fastest type of computer. Supercomputers are very expensive and are employed for specialized applications that require immense amounts of mathematical calculations. For example, weather forecasting requires a supercomputer. Other uses of supercomputers include animated graphics, fluid dynamic calculations, nuclear energy research, and petroleum exploration. PARAM, Pace & Flosolver are the supercomputer made in india.
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b) Mainframe Computer

A very large and expensive computer capable of supporting hundreds, or even thousands, of users simultaneously. In the hierarchy that starts with a simple microprocessor (in watches, for example) at the bottom and moves to supercomputers at the top, mainframes are just below supercomputers. In some ways, mainframes are more powerful than supercomputers because they support more simultaneous programs. But supercomputers can execute a single program faster than a mainframe.
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c) Mini Computer 

A midsized computer. In size and power, minicomputers lie between workstations and mainframes. In the past decade, the distinction between large minicomputers and small mainframes has blurred, however, as has the distinction between small minicomputers and workstations. But in general, a minicomputer is a multiprocessing system capable of supporting from 4 to about 200 users simultaneously. Generally, servers are comes in this category.
d) Micro Computer 

i. Desktop Computer: a personal or micro-mini computer sufficient to fit on a desk. 

ii. Laptop Computer: a portable computer complete with an integrated screen and keyboard. It is generally smaller in size than a desktop computer and larger than a notebook computer. 

iii. Palmtop Computer/Digital Diary /Notebook /PDAs: a hand-sized computer. Palmtops have no keyboard but the screen serves both as an input and output device. 

e) Workstations 

A terminal or desktop computer in a network. In this context, workstation is just a generic term for a user's machine (client machine) in contrast to a "server" or "mainframe." 
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Software
Software, simply are the computer programs. The instructions given to the computer in the form of a program is called Software. Software is the set of programs, which are used for different purposes. All the programs used in computer to perform specific task is called Software.

Types of software 
1. System software: 
a) Operating System Software 

DOS, Windows XP, Windows Vista, Unix/Linux, MAC/OS X etc. 

b) Utility Software 

Windows Explorer (File/Folder Management), Compression Tool, Anti-Virus Utilities, Disk Defragmentation, Disk Clean, BackUp, WinZip, WinRAR etc…

c) Language Processors

Compiler, Interpreter and Assembler

2. Application software: 
a) Package Software 

Ms. Office 2003, Ms. Office 2007, Macromedia (Dreamweaver, Flash, Freehand), Adobe (PageMaker, PhotoShop) 

b) Tailored or Custom Software 

School Management system, Inventory Management System, Payroll system, financial system etc.
Operating system
Operating system  is a platform between hardware and user which is responsible for the management and coordination of activities and the sharing of the resources of a computer.  It hosts the several applications that run on a computer and handles the operations of computer hardware.
Functions of operating System:

· Processor Management

· Memory Management

· File Management

· Device Management
Types of Operating System:

· Real-time Operating System: It is a multitasking operating system that aims at executing real-time applications. Example of Use: e.g. control of nuclear power plants, oil refining, chemical processing and traffic control systems, air
· Single User Systems: Provides a platform for only one user at a time. They are popularly associated with Desk Top operating system which run on standalone systems where no user accounts are required. Example: DOS. 
· Multi User Systems:Provides regulated access for a number of users by maintaining a database of known users.Refers to computer systems that support two or more simultaneous users. Another term for multi-user is time sharing. Ex: All mainframes are multi-user systems. Example: Unix 

· Multi-tasking and Single-tasking Operating Systems: When a single program is allowed to run at a time, the system is grouped under the single-tasking system category, while in case the operating system allows for execution of multiple tasks at a time, it is classified as a multi-tasking operating system.
· Distributed Operating System: An operating system that manages a group of independent computers and makes them appear to be a single computer is known as a distributed operating system. Distributed computations are carried out on more than one machine. When computers in a group work in cooperation, they make a distributed system.
Commonly used operating system
UNIX: Pronounced yoo-niks, a popular multi-user, multitasking operating system developed at Bell Labs in the early 1970s. UNIX was one of the first operating systems to be written in a high-level programming language, namely C. This meant that it could be installed on virtually any computer for which a C compiler existed.
LINUX: Pronounced lee-nucks or lih-nucks. A freely-distributable open source operating system that runs on a number of hardware platforms. The Linux kernel was developed mainly by Linus Torvalds and it is based on Unix. Because it's free, and because it runs on many platforms, including PCs and Macintoshes, Linux has become an extremely popular alternative to proprietary operating systems.

Windows: Microsoft Windows is a series of graphical interface operating systems developed, marketed, and sold by Microsoft.Microsoft introduced an operating environment named Windows on November 20, 1985 as an add-on to MS-DOS in response to the growing interest in graphical user interfaces (GUIs).[2] Microsoft Windows came to dominate the world's personal computer market with over 90% market share, overtaking Mac OS, which had been introduced in 1984.The most recent client version of Windows is Windows 7; the most recent server version is Windows Server 2008 R2; the most recent mobile version is Windows Phone 7.5.

SOLARIS: Solaris is a Unix operating system originally developed by Sun Microsystems. It superseded their earlier SunOS in 1993. Oracle Solaris, as it is now known, has been owned by Oracle Corporation since Oracle's acquisition of Sun in January 2010.

BOSS: BOSS (Bharat Operating System Solutions) GNU/Linux distribution developed by C-DAC (Centre for Development of Advanced Computing) derived from Debian for enhancing the use of Free/ Open Source Software throughout India. This release aims more at the security part and comes with an easy to use application to harden your Desktop.

Mobile OS: A mobile operating system, also called a mobile OS, is an operating system that is specifically designed to run on mobile devices such as mobile phones, smartphones, PDAs, tablet computers and other handheld devices. The mobile operating system is the software platform on top of which other programs, called application programs, can run on mobile devices.

· Android: Android is a Linux-based mobile phone operating system developed by Google. Android is unique because Google is actively developing the platform but giving it away for free to hardware manufacturers and phone carriers who want to use Android on their devices.

· Symbian: Symbian is a mobile operating system (OS) targeted at mobile phones that offers a high-level of integration with communication and personal information management (PIM) functionality. Symbian OS combines middleware with wireless communications through an integrated mailbox and the integration of Java and PIM functionality (agenda and contacts). The Symbian OS is open for third-party development by independent software vendors, enterprise IT departments, network operators and Symbian OS licensees. 

LANGUAGE PROCESSORS: Since a computer hardware is capable of understanding only machine level instructions, So it is necessary to convert the HLL into Machine Level Language. There are three Language processors:
A. Compiler: It is translator which coverts the HLL language into machine language in one go. A Source program in High Level Language get converted into Object Program in Machine Level Language.

B. Interpreter: It is a translator which converts the HLL language into machine language line by line. It takes one statement of HLL and converts it into machine code which is immediately executed. It eliminate the need of separate compilation/run. However, It is slow in processing as compare to compiler.

C. Assembler: It translate the assembly language into machine code.

Microprocessor:

A microprocessor is a semiconductor chip, which is manufactured using the Large Scale integration (LSI) or Very Large Scale Integration (VLSI), which comprises Arithmetic Logic Unit, Control unit and Central Processing Unit (CPU) fabricated on a single chip. 
Terminologies:

Registers: A register is a very small amount of very fast memory that is built into the CPU (central processing unit) in order to speed up its operations by providing quick access to commonly used values. All data must be represented in a register before it can be processed. For example, if two numbers are to be multiplied, both numbers must be in registers, and the result is also placed in a register. 

Bus:
A collection of wires through which data is transmitted from one part of a computer to another. You can think of a bus as a highway on which data travels within a computer. When used in reference to personal computers, the term bus usually refers to internal bus. This is a bus that connects all the internal computer components to the CPU and main memory. All buses consist of two parts -- an address bus and a data bus. The data bus transfers actual data whereas the address bus transfers information about where the data should go. The control bus is used by the CPU to direct and monitor the actions of the other functional areas of the computer. It is used to transmit a variety of individual signals (read, write, interrupt, acknowledge, and so forth) necessary to control and coordinate the operations of the computer.

The size of a bus, known as its width, is important because it determines how much data can be transmitted at one time. For example, a 16-bit bus can transmit 16 bits of data, whereas a 32-bit bus can transmit 32 bits 
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Clock speed: Also called clock rate, the speed at which a microprocessor executes instructions. Every computer contains an internal clock that regulates the rate at which instructions are executed and synchronizes all the various computer components. The CPU requires a fixed number of clock ticks (or clock cycles) to execute each instruction. The faster the clock, the more instructions the CPU can execute per second. 
Clock speeds are expressed in megahertz (MHz) or gigahertz ((GHz). 

16 bit Microprocessor: It  indicates the width of the registers. A 16-bit microprocessor can process data and memory addresses that are represented by 16 bits. Eg. 8086 processor
32 bit Microprocessor: It  indicates the width of the registers. A  32-bit microprocessor can process data and memory addresses that are represented by 32 bits. Eg. Intel 80386 processor, Intel 80486
64 bit Microprocessor: It indicates the width of the registers; a special high-speed storage area within the CPU. A 32-bit microprocessor can process data and memory addresses that are represented by 32 bits. Eg. Pentium dual core, core 2 duo.
128 bit Microprocessor: It  indicates the width of the registers. A  128-bit microprocessor can process data and memory addresses that are represented by 128 bits. Eg. Intel core i7
Difference between RISC & CISC architecture

RISC (Reduced Instruction Set Computing):  

1. RISC sytem has reduced number of instructions.

2. Performs only basic functions.

3. All HLL support is done in software.

4. All operations are register to register.

CISC (Complex  Instruction Set Computing):

1. A large and varied instruction set.

2. Performs basic as well as complex functions.

3. All HLL support is done in Hardware.

4. Memory to memory addressing mode

EPIC (Explicitly Parallel Instruction Computing):

It is a 64-bit microprocessor instruction set, jointly defined and designed by Hewlett Packard and Intel, that provides up to 128 general and floating point unit registers and uses speculative loading, predication, and explicit parallelism to accomplish its computing tasks. By comparison, current 32-bit CISC and RISC microprocessor architectures depend on 32-bit registers, branch prediction, memory latency, and implicit parallelism, which are considered a less efficient approach in microarchitecture design.
PORTS: A port is an interface between the motherboard and an external device. Different types of port are available on motherboard as serial port, parallel port, PS/2 port, USB port, SCSI port etc.
Serial port(COM Port): A serial port transmit data one bit at a time. Typically on older PCs, a modem, mouse, or keyboard would be connected via serial ports. Serial cables are cheaper to make than parallel cables and easier to shield from interference. Also called communication port.

Parallel Port (LPT ports): It supports parallel communication i.e. it can send several bits simultaneously.It provides much higher data transfer speed in comparison with serial port. Also called Line Printer Port.

USB (Universal Serial Bus): It  is a newer type of serial connection that is much faster than the old serial ports. USB is also much smarter and more versatile since it allows the "daisy chaining" of up to 127 USB peripherals connected to one port. It provides plug & play communication.

PS/2 Port : PS/2 ports are special ports for connecting the keyboard and mouse to some PC systems. This type of port was invented by IBM

FireWire Port : The IEEE 1394 interface, developed in late 1980s and early 1990s by Apple as FireWire, is a serial bus interface standard for high-speed communications and isochronous real-time data transfer. The 1394 interface is comparable with USB and often those two technologies are considered together, though USB has more market share. 
Infrared Port: An IR port is a port which sends and receives infrared signals from other devices. It is a wireless type port with a limited range of 5-10ft. 

Bluetooth: Bluetooth uses short-range radio frequencies to transmit information from fixed and mobile devices. These devices must be within the range of 32 feet, or 10 meters for Bluetooth to effectively work. A Bluetooth port enables connections for Bluetooth-enabled devices for synchronizing. Typically there are two types of ports: incoming and outgoing. The incoming port enables the device to receive connections from Bluetooth devices while the outgoing port makes connections to Bluetooth devices.

Internal Storage encoding of Characters:

ASCII( American standard code for information interchange): ASCII code is most widely used alphanumeric code used in computers. It is a 7- bit code, and so it has 27 =128 possible code groups. It represents all of the standard keyboard characters as well as control functions such as Return & Linefeed functions.

ISCII(American standard code for information interchange) : To use the Indian language on computers, ISCII codes are used. It is an 8-bit code capable of coding 256 characters. ISCII code retains all ASCII characters and offers coding for Indian scripts also.
Unicode:  It is a universal coding standard which provides a unique number for every character, no matter what the platform, no matter what the program, no matter what the language. Unicode version 3.1 represented 94,140 characters.
Internet

Internet is defined as an Information super Highway, to access information over the web. However, It can be defined in many ways as follows:

· Internet is a world-wide global system of interconnected computer networks.

· Internet uses the standard Internet Protocol (TCP/IP).

· Every computer in internet is identified by a unique IP address.

· IP Address is a unique set of numbers (such as 110.22.33.114) which identifies a computer location.

· A special computer DNS (Domain Name Server) is used to give name to the IP Address so that user can locate a computer by a name.

· For example, a DNS server will resolve a namehttp://www.tutorialspoint.com to a particular IP address to uniquely identify the computer on which this website is hosted.

· Internet is accessible to every user all over the world.
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Evolution

The concept of Internet was originated in 1969 and has undergone several technological & Infrastructural changes as discussed below:

· The origin of Internet devised from the concept of Advanced Research Project Agency Network (ARPANET).
· ARPANET was developed by United States Department of Defense.

· Basic purpose of ARPANET was to provide communication among the various bodies of government.

· Initially, there were only four nodes, formally called Hosts.
· In 1972, the ARPANET spread over the globe with 23 nodes located at different countries and thus became known as Internet.
· By the time, with invention of new technologies such as TCP/IP protocols, DNS, WWW, browsers, scripting languages etc.,Internet provided a medium to publish and access information over the web.

Advantages

Internet covers almost every aspect of life, one can think of. Here, we will discuss some of the advantages of Internet:
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· Internet allows us to communicate with the people sitting at remote locations. There are various apps available on the wed that uses Internet as a medium for communication. One can find various social networking sites such as:

· Facebook

· Twitter

· Yahoo

· Google+

· Flickr

· Orkut

· One can surf for any kind of information over the internet. Information regarding various topics such as Technology, Health & Science, Social Studies, Geographical Information, Information Technology, Products etc can be surfed with help of a search engine.

· Apart from communication and source of information, internet also serves a medium for entertainment. Following are the various modes for entertainment over internet.

· Online Television

· Online Games

· Songs

· Videos

· Social Networking Apps

· Internet allows us to use many services like:

· Internet Banking

· Matrimonial Services

· Online Shopping

· Online Ticket Booking

· Online Bill Payment

· Data Sharing

· E-mail

· Internet provides concept of electronic commerce, that allows the business deals to be conducted on electronic systems

Disadvantages

However, Internet has prooved to be a powerful source of information in almost every field, yet there exists many disadvanatges discussed below:
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· There are always chances to loose personal information such as name, address, credit card number. Therefore, one should be very careful while sharing such information. One should use credit cards only through authenticated sites.

· Another disadvantage is the Spamming.Spamming corresponds to the unwanted e-mails in bulk. These e-mails serve no purpose and lead to obstruction of entire system.

· Virus can easily be spread to the computers connected to internet. Such virus attacks may cause your system to crash or your important data may get deleted.

· Also a biggest threat on internet is pornography. There are many pornographic sites that can be found, letting your children to use internet which indirectly affects the children healthy mental life.

· There are various websites that do not provide the authenticated information. This leads to misconception among many people.

Search Engine  

Search Engine refers to a huge database of internet resources such as web pages, newsgroups, programs, images etc. It helps to locate information on World Wide Web.

User can search for any information by passing query in form of keywords or phrase. It then searches for relevant information in its database and return to the user.
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Search Engine Components

Generally there are three basic components of a search engine as listed below:

1. Web Crawler

2. Database

3. Search Interfaces

Web crawler

It is also known as spider or bots. It is a software component that traverses the web to gather information.

Database

All the information on the web is stored in database. It consists of huge web resources.

Search Interfaces

This component is an interface between user and the database. It helps the user to search through the database.

Search Engine Working

Web crawler, database and the search interface are the major component of a search engine that actually makes search engine to work. Search engines make use of Boolean expression AND, OR, NOT to restrict and widen the results of a search. Following are the steps that are performed by the search engine:

· The search engine looks for the keyword in the index for predefined database instead of going directly to the web to search for the keyword.

· It then uses software to search for the information in the database. This software component is known as web crawler.

· Once web crawler finds the pages, the search engine then shows the relevant web pages as a result. These retrieved web pages generally include title of page, size of text portion, first several sentences etc.

These search criteria may vary from one search engine to the other. The retrieved information is ranked according to various factors such as frequency of keywords, relevancy of information, links etc.

· User can click on any of the search results to open it.

Architecture

The search engine architecture comprises of the three basic layers listed below:

· Content collection and refinement.

· Search core

· User and application interfaces
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Search Engine Processing

Indexing Process

Indexing process comprises of the following three tasks:

· Text acquisition

· Text transformation

· Index creation

TEXT ACQUISITION

It identifies and stores documents for indexing.

TEXT TRANSFORMATION

It transforms document into index terms or features.

INDEX CREATION

It takes index terms created by text transformations and create data structures to suport fast searching.

Query Process

Query process comprises of the following three tasks:

· User interaction

· Ranking

· Evaluation

USER INTERACTION

It supporst creation and refinement of user query and displays the results.

RANKING

It uses query and indexes to create ranked list of documents.

EVALUATION

It monitors and measures the effectiveness and efficiency. It is done offline.

Examples

Following are the several search engines available today:

	Search Engine
	Description

	Google
	It was originally called BackRub. It is the most popular search engine globally.

	Bing
	It was launched in 2009 by Microsoft. It is the latest web-based search engine that also delivers Yahoo’s results.

	Ask
	It was launched in 1996 and was originally known as Ask Jeeves. It includes support for match, dictionary, and conversation question.

	AltaVista
	It was launched by Digital Equipment Corporation in 1995. Since 2003, it is powered by Yahoo technology.

	AOL.Search
	It is powered by Google.

	LYCOS
	It is top 5 internet portal and 13th largest online property according to Media Matrix.

	Alexa
	It is subsidiary of Amazon and used for providing website traffic information.


Email

Email is a service which allows us to send the message in electronic mode over the internet. It offers an efficient, inexpensive and real time mean of distributing information among people.

E-Mail Address

Each user of email is assigned a unique name for his email account. This name is known as E-mail address. Different users can send and receive messages according to the e-mail address.

E-mail is generally of the form username@domainname. For example, webmaster@tutorialspoint.com is an e-mail address where webmaster is username and tutorialspoint.com is domain name.

· The username and the domain name are separated by @ (at) symbol.

· E-mail addresses are not case sensitive.

· Spaces are not allowed in e-mail address.

E-mail Message Components

E-mail message comprises of different components: E-mail Header, Greeting, Text, and Signature. These components are described in the following diagram:
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E-mail Header

The first five lines of an E-mail message is called E-mail header. The header part comprises of following fields:

· From

· Date

· To

· Subject

· CC

· BCC

FROM

The From field indicates the sender’s address i.e. who sent the e-mail.

DATE

The Date field indicates the date when the e-mail was sent.

TO

The To field indicates the recipient’s address i.e. to whom the e-mail is sent.

SUBJECT

The Subject field indicates the purpose of e-mail. It should be precise and to the point.

CC

CC stands for Carbon copy. It includes those recipient addresses whom we want to keep informed but not exactly the intended recipient.

BCC

BCC stands for Black Carbon Copy. It is used when we do not want one or more of the recipients to know that someone else was copied on the message.

GREETING

Greeting is the opening of the actual message. Eg. Hi Sir or Hi Guys etc.

TEXT

It represents the actual content of the message.

SIGNATURE

This is the final part of an e-mail message. It includes Name of Sender, Address, and Contact Number.

Advantages

E-mail has prooved to be powerful and reliable medium of commmunication. Here are the benefits of E-mail:
· Reliable

· Convenience

· Speed

· Inexpensive

· Printable

· Global

· Generality

Reliable

Many of the mail systems notify the sender if e-mail message was undeliverable.

Convenience

There is no requirement of stationary and stamps. One does not have to go to post office. But all these things are not required for sending or receiving an mail.

Speed

E-mail is very fast. However, the speed also depends upon the underlying network.

Inexpensive

The cost of sending e-mail is very low.

Printable

It is easy to obtain a hardcopy of an e-mail. Also an electronic copy of an e-mail can also be saved for records.

Global

E-mail can be sent and received by a person sitting across the globe.

Generality

It is also possible to send graphics, programs and sounds with an e-mail.

Disadvantages

Apart from several benefits of E-mail, there also exists some disadvantages as discussed below:

· Forgery

· Overload

· Misdirection

· Junk

· No response

Forgery

E-mail doesn’t prevent from forgery, that is, someone impersonating the sender, since sender is usually not authenticated in any way.

Overload

Convenience of E-mail may result in a flood of mail.

Misdirection

It is possible that you may send e-mail to an unintended recipient.

Junk

Junk emails are undesirable and inappropriate emails. Junk emails are sometimes referred to as spam.

No Response

It may be frustrating when the recipient does not read the e-mail and respond on a regular basis.

Mailing List

In order to send same email to a group of people, an electron list is created which is know as Mailing List. It is the list server which receives and distributes postings and automatically manages subscriptions.

Mailing list offers a forum, where users from all over the globe can answer questions and have them answered by others with shared interests.

Types of Mailing List

Following are the various types of mailing lists:

RESPONSE LIST

It contains the group of people who have responsed to an offer in some way. These people are the customers who have shown interest in specific product or service.

COMPILED LIST

The compiled list is prepared by collecting information from various sources such as surveys, telemarketing etc.

ANNOUNCEMENTS

These lists are created for sending out coupans , new product announcements and other offers to the customers.

DISCUSSION LIST

This list is created for sharing views on a specific topic suchas computer, environment , healt, education etc.

How does mailing list work?

Before joining a mailing list, it is mandatory to subscribe to it. Once you are subscribed, your message will be sent to all the persons who have subscribed to the list. Similarly if any subscriber posts a message, then it will be received by all subscribers of the list.
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Finding Mailing List

There are a number of websites are available to maintain database of publically accessible mailing list. Some of these are:

· http://tile.net./lists

· http://lists.com

· http://topica.com

· http://isoft.com/lists/list-q.html

Mailing lists can also be found using Google website. In Google, move to directory and the follow: Computers > Internet >Mailing List > Directories.
Subscribing to Mailing List

To subscribe to a list, you need to send an email message to the administrative address mailing list containing one or more commands. For example, if you want to subscribe to Harry Potter list in gurus.com where name of the list server us Majordomo, then you have to send email to majordom@gurus.com containing the text, Subscribe harry potter in its body.

After sending the email, you will receive a confirmation email for your subscription. This email will include list of commands that will help you to perform various operations such as unsubscribing, receiving acknowledgement, and find out what list you are subscribed to.

There are many list servers available, each having its own commands for subscribing to the list. Some of them are described in the following table:

	List Server
	Command
	Example

	LISTSERV
	subscribe listname yourname
	subscribe commdhtml rahul

	Majordomo
	subscribe listname
	subscribe commdhtml

	ListProc
	subscribe listname yourname
	subscribe commdhtml rahul


Internet security 

Internet security refers to securing communication over the internet. It includes specific security protocols such as:

· Internet Security Protocol (IPSec)

· Secure Socket Layer (SSL)

Internet Security Protocol (IPSec)

It consists of a set of protocols designed by Internet Engineering Task Force (IETF). It provides security at network level and helps to create authenticated and confidential packets for IP layer.

Secure Socket Layer (SSL)

It is a security protocol developed by Netscape Communications Corporation. ). It provides security at transport layer. It addresses the following security issues:

· Privacy

· Integrity

· Authentication

Threats

Internet security threats impact the network, data security and other internet connected systems. Cyber criminals have evolved several techniques to threat privacy and integrity of bank accounts, businesses, and organizations.

Following are some of the internet security threats:

· Mobile worms

· Malware

· PC and Mobile ransomware

· Large scale attacks like Stuxnet that attempts to destroy infrastructure.

· Hacking as a Service

· Spam

· Phishing

Email Phishing

Email phishing is an activity of sending emails to a user claiming to be a legitimate enterprise. Its main purpose is to steal sensitive information such as usernames, passwords, and credit card details.

Such emails contains link to websites that are infected with malware and direct the user to enter details at a fake website whose look and feels are same to legitimate one.

What a phishing email may contain?

Following are the symptoms of a phishing email:

SPELLING AND BAD GRAMMAR

Most often such emails contain grammatically incorrect text. Ignore such emails, since it can be a spam.

BEWARE OF LINKS IN EMAIL

Don’t click on any links in suspicious emails.

THREATS

Such emails contain threat like “your account will be closed if you didn’t respond to an email message”.

SPOOFING POPULAR WEBSITES OR COMPANIES

These emails contain graphics that appear to be connected to legitimate website but they actually are connected to fake websites.

Browser
Beginning and advanced internet users all access the web through web browser software, which is included on computers and mobile devices at the time of purchase. Other browsers can be downloaded from the internet.

A browser is a free software package or mobile app that lets you view web pages, graphics, and most online content. The most popular web browsers include Chrome, Firefox, Internet Explorer, and Safari, but there are many others.

Browser software is specifically designed to convert HTML and XML computer code into human-readable documents.

Browsers display web pages. Each webpage has a unique address called a URL. 

Webpage

A webpage is what you see in your browser when you are on the internet. Think of the webpage as a page in a magazine. You may see text, photos, images, diagrams, links, advertisements and more on any page you view.

Often, you click or tap on a specific area of a webpage to expand the information or move to a related web page. Clicking on a link—a snippet of text that appears in color different from the rest of the text—takes you to a different webpage. If you want to go back, you use the arrows provided for that purpose in just about every browser.

Several web pages on a related subject make a website. 

URL
Uniform Resource Locators—URLs— are the web browser addresses of internet pages and files. With a URL, you can locate and bookmark specific pages and files for your web browser. URLs can be found all around us. They may be listed at the bottom of business cards, on TV screens during commercial breaks, linked in documents you read on the internet or delivered by one of the internet search engines. The format of a URL resembles this:

· http://www.examplewebsite.com/mypage

which is frequently shortened to this:

· www.examplewebsite.com/mypage 

Sometimes they are longer and more complicated, but they all follow acknowledged rules for naming URLs.

URLs consist of three parts to address a page or file:

· The protocol is the portion ending in //: Most web pages use the protocol http or https, but there are other protocols. 

· The host or top-level domain, which frequently ends in .com, .net, .edu or .org but can also end in one of many others that have been officially recognized.

· The filename or page name itself.

HTTP and HTTPS
HTTP is the acronym for "Hypertext Transfer Protocol," the data communication standard of web pages. When a web page has this prefix, the links, text, and pictures should work properly in your web browser.

HTTPS is the acronym for "Hypertext Transfer Protocol Secure." This indicates that the webpage has a special layer of encryption added to hide your personal information and passwords from others. Whenever you log in to your online bank account or a shopping site that you enter credit card information into, look for "https" in the URL for security.

IP Address
our computer and every device that connects to the internet uses an Internet Protocol address for identification. In most cases, IP addresses are assigned automatically. Beginners don't usually need to assign an IP address. An IP address can look something like this:

· 202.3.104.55

or like this

· 21DA:D3:0:2F3B:2AA:FF:FE28:9C5A

Every computer, cell phone and mobile device that accesses the internet is assigned an IP address for tracking purposes. It may be a permanently assigned IP address, or the IP address may change occasionally, but it is always a unique identifier.

Wherever you browse, whenever you send an email or instant message, and whenever you download a file, your IP address serves as the equivalent of an automobile license plate to enforce accountability and traceability.

Computer Network | Types of area networks – LAN, MAN and WAN

The Network allows computers to connect and communicate with different computers via any medium. LAN, MAN and WAN are the three major types of the network designed to operate over the area they cover. There are some similarities and dissimilarities between them. One of the major differences is the geographical area they cover, i.e. LAN covers the smallest area; MAN covers an area larger than LAN and WAN comprises the largest of all.
There are other types of Computer Networks also, like :

· PAN (Personal Area Network)

· SAN (Storage Area Network)

· EPN (Enterprise Private Network)

· VPN (Virtual Private Network)

Local Area Network (LAN) –
LAN or Local Area Network connects network devices in such a way that personal computer and workstations can share data, tools and programs. The group of computers and devices are connected together by a switch, or stack of switches, using a private addressing scheme as defined by the TCP/IP protocol. Private addresses are unique in relation to other computers on the local network. Routers are found at the boundary of a LAN, connecting them to the larger WAN.

Data transmits at a very fast rate as the number of computers linked are limited. By definition, the connections must be high speed and relatively inexpensive hardware (Such as hubs, network adapters and Ethernet cables). LANs cover smaller geographical area (Size is limited to a few kilometers) and are privately owned. One can use it for an office building, home, hospital, schools, etc. LAN is easy to design and maintain. A Communication medium used for LAN has twisted pair cables and coaxial cables. It covers a short distance, and so the error and noise are minimized.

Early LAN’s had data rates in the 4 to 16 Mbps range. Today, speeds are normally 100 or 1000 Mbps. Propagation delay is very short in a LAN. The smallest LAN may only use two computers, while larger LANs can accommodate thousands of computers. A LAN typically relies mostly on wired connections for increased speed and security, but wireless connections can also be part of a LAN. The fault tolerance of a LAN is more and there is less congestion in this network. For example : A bunch of students playing Counter Strike in the same room (without internet).

Metropolitan Area Network (MAN) –
MAN or Metropolitan area Network covers a larger area than that of a LAN and smaller area as compared to WAN. It connects two or more computers that are apart but resides in the same or different cities. It covers a large geographical area and may serve as an ISP (Internet Service Provider). MAN is designed for customers who need a high-speed connectivity. Speeds of MAN ranges in terms of Mbps. It’s hard to design and maintain a Metropolitan Area Network.

The fault tolerance of a MAN is less and also there is more congestion in the network. It is costly and may or may not be owned by a single organization. The data transfer rate and the propagation delay of MAN is moderate. Devices used for transmission of data through MAN are: Modem and Wire/Cable. Examples of a MAN are the part of the telephone company network that can provide a high-speed DSL line to the customer or the cable TV network in a city.

Wide Area Network (WAN) –
WAN or Wide Area Network is a computer network that extends over a large geographical area, although it might be confined within the bounds of a state or country. A WAN could be a connection of LAN connecting to other LAN’s via telephone lines and radio waves and may be limited to an enterprise (a corporation or an organization) or accessible to the public. The technology is high speed and relatively expensive.

There are two types of WAN: Switched WAN and Point-to-Point WAN. WAN is difficult to design and maintain. Similar to a MAN, the fault tolerance of a WAN is less and there is more congestion in the network. A Communication medium used for WAN is PSTN or Satellite Link. Due to long distance transmission, the noise and error tend to be more in WAN.

WAN’s data rate is slow about a 10th LAN’s speed, since it involves increased distance and increased number of servers and terminals etc. Speeds of WAN ranges from few kilobits per second (Kbps) to megabits per second (Mbps). Propagation delay is one of the biggest problems faced here. Devices used for transmission of data through WAN are: Optic wires, Microwaves and Satellites. Example of a Switched WAN is the asynchronous transfer mode (ATM) network and Point-to-Point WAN is dial-up line that connects a home computer to the Internet.

Computer Viruses

Viruses: A virus is a small piece of software that piggybacks on real programs. For example, a virus might attach itself to a program such as a spreadsheet program. Each time the spreadsheet program runs, the virus runs, too, and it has the chance to reproduce (by attaching to other programs) or wreak havoc. 

•E-mail viruses: 

An e-mail virus travels as an attachment to e-mail messages, and usually replicates itself by automatically mailing itself to dozens of people in the victim's e-mail address book. Some e-mail viruses don't even require a double-click -- they launch when you view the infected message in the preview pane of your e-mail software [source: Johnson].

 •Trojan horses: 

A Trojan horse is simply a computer program. The program claims to do one thing (it may claim to be a game) but instead does damage when you run it (it may erase your hard disk). Trojan horses have no way to replicate automatically. 

•Worms: A worm is a small piece of software that uses computer networks and security holes to replicate itself. A copy of the worm scans the network for another machine that has a specific security hole. It copies itself to the new machine using the security hole, and then starts replicating from there, as well.

Introduction to C

C is a general-purpose, high-level language that was originally developed by Dennis M. Ritchie to develop the UNIX operating system at Bell Labs. C was originally first implemented on the DEC PDP-11 computer in 1972.

In 1978, Brian Kernighan and Dennis Ritchie produced the first publicly available description of C, now known as the K&R standard.

The UNIX operating system, the C compiler, and essentially all UNIX application programs have been written in C. C has now become a widely used professional language for various reasons −

· Easy to learn

· Structured language

· It produces efficient programs

· It can handle low-level activities

· It can be compiled on a variety of computer platforms

Facts about C

· C was invented to write an operating system called UNIX.

· C is a successor of B language which was introduced around the early 1970s.

· The language was formalized in 1988 by the American National Standard Institute (ANSI).

· The UNIX OS was totally written in C.

· Today C is the most widely used and popular System Programming Language.

· Most of the state-of-the-art software have been implemented using C.

· Today's most popular Linux OS and RDBMS MySQL have been written in C.

Why use C?

C was initially used for system development work, particularly the programs that make-up the operating system. C was adopted as a system development language because it produces code that runs nearly as fast as the code written in assembly language. Some examples of the use of C might be −

· Operating Systems

· Language Compilers

· Assemblers

· Text Editors

· Print Spoolers

· Network Drivers

· Modern Programs

· Databases

· Language Interpreters

· Utilities

Before we study the basic building blocks of the C programming language, let us look at a bare minimum C program structure so that we can take it as a reference in the upcoming chapters.

Hello World Example

A C program basically consists of the following parts −

· Preprocessor Commands

· Functions

· Variables

· Statements & Expressions

· Comments

Let us look at a simple code that would print the words "Hello World" −

 Live Demo
#include <stdio.h>
int main() {
   /* my first program in C */
   printf("Hello, World! \n");
   return 0;
}
Let us take a look at the various parts of the above program −

· The first line of the program #include <stdio.h> is a preprocessor command, which tells a C compiler to include stdio.h file before going to actual compilation.

· The next line int main() is the main function where the program execution begins.

· The next line /*...*/ will be ignored by the compiler and it has been put to add additional comments in the program. So such lines are called comments in the program.

· The next line printf(...) is another function available in C which causes the message "Hello, World!" to be displayed on the screen.

· The next line return 0; terminates the main() function and returns the value 0.

Compile and Execute C Program

Let us see how to save the source code in a file, and how to compile and run it. Following are the simple steps −

· Open a text editor and add the above-mentioned code.

· Save the file as hello.c
· Open a command prompt and go to the directory where you have saved the file.

· Type gcc hello.c and press enter to compile your code.

· If there are no errors in your code, the command prompt will take you to the next line and would generate a.out executable file.

· Now, type a.out to execute your program.

· You will see the output "Hello World" printed on the screen.

$ gcc hello.c

$ ./a.out

Hello, World!

Make sure the gcc compiler is in your path and that you are running it in the directory containing the source file hello.c.

Data types in c refer to an extensive system used for declaring variables or functions of different types. The type of a variable determines how much space it occupies in storage and how the bit pattern stored is interpreted.

The types in C can be classified as follows −

	Sr.No.
	Types & Description

	1
	Basic Types
They are arithmetic types and are further classified into: (a) integer types and (b) floating-point types.

	2
	Enumerated types
They are again arithmetic types and they are used to define variables that can only assign certain discrete integer values throughout the program.

	3
	The type void
The type specifier void indicates that no value is available.

	4
	Derived types
They include (a) Pointer types, (b) Array types, (c) Structure types, (d) Union types and (e) Function types.


The array types and structure types are referred collectively as the aggregate types. The type of a function specifies the type of the function's return value. We will see the basic types in the following section, where as other types will be covered in the upcoming chapters.

Integer Types

The following table provides the details of standard integer types with their storage sizes and value ranges −

	Type
	Storage size
	Value range

	char
	1 byte
	-128 to 127 or 0 to 255

	unsigned char
	1 byte
	0 to 255

	signed char
	1 byte
	-128 to 127

	int
	2 or 4 bytes
	-32,768 to 32,767 or -2,147,483,648 to 2,147,483,647

	unsigned int
	2 or 4 bytes
	0 to 65,535 or 0 to 4,294,967,295

	short
	2 bytes
	-32,768 to 32,767

	unsigned short
	2 bytes
	0 to 65,535

	long
	8 bytes
	-9223372036854775808 to 9223372036854775807

	unsigned long
	8 bytes
	0 to 18446744073709551615


Floating-Point Types

The following table provide the details of standard floating-point types with storage sizes and value ranges and their precision −

	Type
	Storage size
	Value range
	Precision

	float
	4 byte
	1.2E-38 to 3.4E+38
	6 decimal places

	double
	8 byte
	2.3E-308 to 1.7E+308
	15 decimal places

	long double
	10 byte
	3.4E-4932 to 1.1E+4932
	19 decimal places


The void Type

The void type specifies that no value is available. It is used in three kinds of situations −

	Sr.No.
	Types & Description

	1
	Function returns as void
There are various functions in C which do not return any value or you can say they return void. A function with no return value has the return type as void. For example, void exit (int status);

	2
	Function arguments as void
There are various functions in C which do not accept any parameter. A function with no parameter can accept a void. For example, int rand(void);

	3
	Pointers to void
A pointer of type void * represents the address of an object, but not its type. For example, a memory allocation function void *malloc( size_t size ); returns a pointer to void which can be casted to any data type.


Variable  

A variable is nothing but a name given to a storage area that our programs can manipulate. Each variable in C has a specific type, which determines the size and layout of the variable's memory; the range of values that can be stored within that memory; and the set of operations that can be applied to the variable.

The name of a variable can be composed of letters, digits, and the underscore character. It must begin with either a letter or an underscore. Upper and lowercase letters are distinct because C is case-sensitive. Based on the basic types explained in the previous chapter, there will be the following basic variable types −

	Sr.No.
	Type & Description

	1
	char
Typically a single octet(one byte). This is an integer type.

	2
	int
The most natural size of integer for the machine.

	3
	float
A single-precision floating point value.

	4
	double
A double-precision floating point value.

	5
	void
Represents the absence of type.


C programming language also allows to define various other types of variables, which we will cover in subsequent chapters like Enumeration, Pointer, Array, Structure, Union, etc. For this chapter, let us study only basic variable types.

Variable Definition in C

A variable definition tells the compiler where and how much storage to create for the variable. A variable definition specifies a data type and contains a list of one or more variables of that type as follows −

type variable_list;

Here, type must be a valid C data type including char, w_char, int, float, double, bool, or any user-defined object; and variable_list may consist of one or more identifier names separated by commas. Some valid declarations are shown here −

int    i, j, k;

char   c, ch;

float  f, salary;

double d;

The line int i, j, k; declares and defines the variables i, j, and k; which instruct the compiler to create variables named i, j and k of type int.

Variables can be initialized (assigned an initial value) in their declaration. The initializer consists of an equal sign followed by a constant expression as follows −

type variable_name = value;

Some examples are −

extern int d = 3, f = 5;    // declaration of d and f. 

int d = 3, f = 5;           // definition and initializing d and f. 

byte z = 22;                // definition and initializes z. 

char x = 'x';               // the variable x has the value 'x'.

For definition without an initializer: variables with static storage duration are implicitly initialized with NULL (all bytes have the value 0); the initial value of all other variables are undefined.

Variable Declaration in C

A variable declaration provides assurance to the compiler that there exists a variable with the given type and name so that the compiler can proceed for further compilation without requiring the complete detail about the variable. A variable definition has its meaning at the time of compilation only, the compiler needs actual variable definition at the time of linking the program.

A variable declaration is useful when you are using multiple files and you define your variable in one of the files which will be available at the time of linking of the program. You will use the keyword extern to declare a variable at any place. Though you can declare a variable multiple times in your C program, it can be defined only once in a file, a function, or a block of code.

Example

Try the following example, where variables have been declared at the top, but they have been defined and initialized inside the main function −

#include <stdio.h>
// Variable declaration:
extern int a, b;
extern int c;
extern float f;
int main () {
   /* variable definition: */
   int a, b;
   int c;
   float f;
   /* actual initialization */
   a = 10;
   b = 20;
   c = a + b;
   printf("value of c : %d \n", c);
   f = 70.0/3.0;
   printf("value of f : %f \n", f);
   return 0;
}
When the above code is compiled and executed, it produces the following result −

value of c : 30

value of f : 23.333334

The same concept applies on function declaration where you provide a function name at the time of its declaration and its actual definition can be given anywhere else. For example −

// function declaration
int func();
int main() {
   // function call
   int i = func();
}
// function definition
int func() {
   return 0;
}
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